
Privacy Policy

Privacy Policy issued by Vietflames Limited.

How we treat you (our customers) online is important to us.

The security of your personal information and credit card details is of utmost importance and
we work to protect it. Any personal information is kept secure and personally identifiable
information about you will not be made available to any third party without first receiving your
permission, unless legally required to do so.

The Service may also place cookies on your computer. Our cookies do not record personal
information about you, merely your computer.

If you choose to subscribe to our email marketing, we will from time to time email you with
news, competitions and information. If you decide you no longer wish to receive the
newsletter, just follow the unsubscribe instructions contained within the email.

In addition to The Website Owner’s (Vietflames Limited) safeguards your personal data is
protected in New Zealand by the Privacy Act. This provides, amongst other things, that the
data we hold about you should be processed lawfully and fairly. It should be accurate,
relevant and not excessive. The information should be kept up to date, where necessary,
and not retained for longer than is necessary. You have the right to see what is held about
you and correct any inaccuracies. The Website Owner treats all the data held with the
utmost care and security. Any details you give will remain completely confidential.

Children
The Website Owner will over time provide content and information, which children may find
interesting and may wish to access. However, no one under the age of 12 years is allowed to
provide any personal information. Minors under the age of 18 years are prohibited from
making purchases, including subscriptions, on the Service.

Copyright
The copyright and other intellectual property rights in the material contained in the Service
are protected by The Website Owner.

Governing Law and Venue
This agreement shall be interpreted, construed and governed by the laws of New Zealand.
Any and all disputes arising under this agreement shall lie exclusively in the applicable Court
of New Zealand and each party agrees to not contest the personal jurisdiction of these
courts. No action of The Website Owner other than an expressed written waiver or
amendment may be construed as a waiver or amendment of any of these terms and
conditions. Should any clause of these terms and conditions be found unenforceable,
wherever possible this will not affect any other clause and each will remain in full force and
effect. We reserve the right to make changes to our Site and these Terms and Conditions at



any time without notice. These conditions set out the entire agreement between The Website
Owner and you relating to your use of this Site.

Definitions
“User” means a unique instance of a browser, application or similar technology.

User Cookie” means the User identifier (of which a cookie is one example) associated with a
User for remarketing or similar audiences.

“Remarketing Lists” means a list of User Cookies created or otherwise obtained by you and
used in connection with remarketing or similar audiences.

“Similar Audiences Lists” means a list of Users created by Google based on a Remarketing
List for use in connection with similar audiences.

“Properties” means properties or content on which advertisements are shown.

Policies
Policies applicable to Advertisements based on Remarketing Lists and Similar Audiences
Lists

Data, Selection and Targeting Restrictions. We may not (a) send to Google information or (b)
use Remarketing Lists or Similar Audience Lists to select or target advertisements (i) based
on past or current activity by Users on adult or gambling sites, government agency sites, or
sites directed at children under the age of 12 years or (ii) based on other inferred or actual
sensitive information (including without limitation, health or medical history or information,
financial status or other detailed information pertaining to a person’s finances, racial or
ethnic origins, religious beliefs or other beliefs of a similar nature, the commission or alleged
commission of any crime, political opinions or beliefs, trade union membership, or sexual
behavior or orientation).

PII Restrictions. We may not, for the purpose of serving Ads, transmit personally identifiable
information including, but not limited to, email addresses, telephone numbers, and credit
card numbers (“PII”) with the User Cookie without robust notice of, and the User’s prior
affirmative (i.e., “opt-in”) consent.

Advertising Cookies Policy; Third Party Ad Serving; Conflicts Our use of the User Cookie via
Remarketing Lists is subject to this Interest Based Advertising Policy and the Google
Advertising Cookies Policy. Google’s use of Remarketing Lists is also subject to this Interest
Based Advertising Policy and the Google Advertising Cookies Policy. If you’re using
third-party ad serving in order to serve Interest-Based Advertisements, then you need to
comply with both the Third-Party Ad Serving Policy and this Interest Based Advertising
Policy. To the extent there is any conflict between this Interest Based Advertising Policy and
either the Google Advertising Cookies Policy or the Third-Party Ad Serving Policy then you
need to comply with the version of the conflicting provision in this Interest Based Advertising
Policy.



Remarketing List Transparency. You grant to Google the right, should Google elect to do so,
to display to any ad that is part of our Remarketing Lists that the User is on at least one of
our Remarketing Lists, along with displaying your domain or display name.

In Ads Notice Labelling. Google may also, should Google elect to do so or should Customer
request Google to do so, label advertisements served based on Remarketing Lists or Similar
Audience Lists with notices or overlays intended to advise Users that the advertisements are
based on Remarketing Lists or Similar Audience Lists, and we may not modify or obscure
these labels.

Policy Changes
Any changes to this policy will be posted here.

We offer a range of delicious products, dining experiences, website-based ordering, QR
code onsite service, services related to the operation and use of the Vietflames Limited
website and services to help you (“Services”).

This “Privacy Policy” covers the information that we collect about you through your use of the
Services and when you purchase our products, including through our Vietflames Limited
website. We will collect, hold, use and share your personal information in order to provide
you with delicious Vietnamese dishes, CaPhe, and great customer service and to provide
you with information about products and services that may be of interest to you.

This Privacy Policy has been prepared to help you understand:

• The information we collect about you

• When we use your personal information and the legal grounds that we rely on to do so

• Our use of cookies

• How and why we use your information

• How and where we share information we collect

• How long we keep information

• How you can access your personal information, contact us and make complaints

• Our data retention and security policies

• Changes to this Privacy Policy

You should read this Privacy Policy together with any other privacy policy or fair processing
policy we may provide on specific occasions when we are collecting or processing personal
data about you so that you are fully aware of how and why we are using your data. This
Privacy Policy supplements other notices and privacy policies and is not intended to override
them.



“Personal Data” or “Personal Information” means any information about an individual from
which that person can be identified. It does not include data where the identity has been
removed (anonymous data).

“Data Protection Legislation” means the UK’s General Data Protection Regulation and the
UK Data Protection Act 2018 together with the New Zealand Privacy Act 2020.
If you do not agree with the terms of this Privacy Policy, you should not access or use our
Services. Where we need to collect personal information by law, or under the terms of a
contract we have with you, and you fail to provide that information when requested, we may
not be able to perform the contract or to provide our Services. In this case, we may have to
stop providing a Service.

Information we collect about you
We collect Personal Information when you use our Services or buy our products, when you
provide information to us and when other sources provide it to us. The type of Personal
Information we collect includes your:

• Name - so that we can identify you.

• Address - so that we are able to deliver our delicious Vietnamese food to you.

• Country of residence – to ensure you are in Auckland, New Zealand

• Telephone number and email - so that we can contact you.

When we collect Personal Information
We collect Personal Information in the following circumstances:

Information you provide to us:
We collect Personal Information when you interact with our website, place orders with us
and when you give us information as part of using the Services.

Account and Profile Information:
We collect Personal Information about you when you register for an account, create or
modify your profile and sign-up for email newsletters. For example, you provide your name
and email address when registering an account. You can also add other details to your
profile information, such as billing and shipping addresses.

We also collect Personal Information when you provide feedback on our Services or when
you participate in any interactive features, surveys, contests, promotions or events run by us.

Information you provide through our support channels:
You can submit Personal Information to us regarding a problem that you may be
experiencing with a Service. For example, if you speak to us directly at our Sylvia Park
venue or engage with our support team, you may be asked to provide your contact
information, a summary of the problem you have and any other related information that will
help us resolve the issue.



Information collected when you use our Services:
We automatically collect Personal Information when you browse and interact with our
website and interact with marketing communications This information includes the features
you use on our website; the links you click on our website and the links you click in
marketing communications we provide to you.
Device and connection information:
We collect information about the computer, phone, tablet, or other devices you use to access
our Services. This device information includes your operating system, browser type, IP
address, URLs of referring/exit pages and device identifiers.

We also collect and use your IP address and/or country preference in order to approximate
your location so that we can provide you with a better service experience. How much of this
information we collect depends on the type and settings of the device you use to access our
Services.

Information we receive from other sources:
We receive Personal Information from third-party service providers, from our related
companies set out above, and from our channel partners (for example when you click on one
of our advertisements)

We work with a network of partners and companies who help us market and promote our
products and generate leads for us. These partners are Google, Facebook, and Mailchimp.
We may receive information that you have chosen to provide to these partners for these
purposes, such as contact information, and what country you are in.

Cookies and Tracking Technologies
We use cookies to personalise our services and website to you.

“Cookies” are data files that are placed on your device or computer and often include an
anonymous unique identifier. For more information about cookies, and how to disable
cookies, visit the ‘All About Cookies’ website.

Vietflames Limited and our third-party partners, such as our advertising and analytics
partners (Google Analytics, Facebook, and Mail Chimp) use cookies and other tracking
technologies (e.g., device identifiers and pixels) to enable us to recognise you across
different services and devices so that we can provide you with information that is customised
to you and to keep track of what you have in your order basket.

Do not track (“DNT”) is a feature offered by some browsers and devices. If you enable DNT,
it will send a signal to websites to request that your browsing is not tracked, for example by
third party advertisers, social networks or analytic companies. While our website does not
currently respond to DNT requests, you can opt out of tracking and analytics on this website
by changing your browser and/or device settings. You can also opt out of Google Analytics
here.



If you do not wish to enable cookies, that may mean that your experience of our website will
be impaired (for example, you might not be able to keep track of the CaPhe, Wagyu Pho or
Pork Banh Mi that you have in your basket).

When we use your personal information
We will only use Personal Information when the law allows us to. This will be with your
consent or to :

• comply with our contractual obligations

• identify and develop new products and services that may be helpful to you

• conduct market research

• improve the functionality of our website

• undertake internal management (such as training and systems development and testing)

• consider a potential acquisition or merger involving our business

• comply with a legal obligation.

We may also use Personal Information in pursuit of our legitimate interests, in a way which
might reasonably be expected as part of our normal business operations and which does not
override your rights or freedoms. For example, we may rely on the pursuit of our legitimate
interests in order to identify and prevent fraudulent activity or breaches of our Terms of
Service.

How we use your Personal Information
How and why we use Personal Information depends in part on which Services you use, how
you use them, and any preferences you have communicated to us. The purposes for which
we use Personal Information include:

To provide our Services and personalise your experience:
We use information about you to provide our Services to you, including to process
transactions with you, authenticate you when you log in to your account and to provide
customer support to you. We also combine information about you and your activities on our
website to provide a seamless experience and to present relevant product information as
you browse our website.

For research and development:
We are always looking to make our Services smarter, faster, secure, and more useful to you.
We collect information about how people use our Services, as well as direct feedback
provided to us, in order to troubleshoot problems and to identify usage patterns and areas
for improvement. We analyse and aggregate frequently viewed and purchased products to
improve the accuracy and relevance of suggestions that we may make to you regarding our
Services. We will also sometimes test and analyze new features with a small group of users
on an anonymised basis, before rolling out features for all users.



To communicate with you:
We use your contact information to send transactional communications via email and
through your online account portal, including to confirm your purchase, respond to your
comments, questions and requests, provide customer support and to send you notices about
our Services.

For marketing, to promote and drive engagement:
We may use your contact details and information about usage of our Services to
communicate with you about news, promotions and contests that we think may be of interest
to you where you have consented to those communications.

We may use your Personal Information together with usage and profile data to form a view
on what we think you may want or need or what may be of interest to you. This is how we
decide which products, Services and offers may be relevant to you.

You will receive marketing communications from us if you have requested information from
us or purchased products or used the Services and have not opted out of receiving that
marketing.

You can control the marketing communications you receive by using the unsubscribe link in
any electronic communications we send you.

We will obtain you express opt-in consent before we share your Personal Data with any third
party for marketing purposes.

For safety and security:
We use information about you and your use of our Services to verify accounts and activity, to
monitor suspicious or fraudulent activity and to identify violations of this Privacy Policy or our
Terms of Service.

To protect our business interests and legal rights:
Where required by law or where we believe it is necessary to protect our legal rights,
interests and the interests of others, we may use information about you in connection with
legal claims, compliance, regulatory, and audit functions and in connection with any potential
acquisition, merger or sale of our business.

Sharing your Personal Information
Sometimes we might need to share your Personal Information, but we will only do so for the
purposes set out above and to parties who also comply with the Data Protection Legislation.

The parties with whom we will share your personal information are:



Related entities
We are based in New Zealand. We may share your information with our group companies
(which are listed on the first page of this Privacy Policy) to help us provide Services to you
and for the purposes described in this Privacy Policy.

Service Providers
In order to be able to deliver you great Pho, communicate with you and provide you with any
other Services, we share your information with:

• IT companies who support our Services and internal administrative and business functions.

• Operational service providers, such as delivery companies.

• Data management companies who host, manage and store data for us.

• Payment processors and merchants to process your payments and orders. For example,
Windcave. You can read more about how Windcave use your information here.
www.windcave.com

• Marketing companies to help us manage and customise our communications with you.

• Food delivery platforms to deliver our Pho, Banh Mi and Ca Phe to you.

• Our partners who will process your personal information for the purposes set out above.

Depending on where you are located, they are:

Partner Relationship Country

Google Analytics & Advertising partner Global

Facebook Advertising partner Global

Instagram Advertising Partner Global

Windcave Payments partner Global

UberEats Delivery partner New Zealand

Eveve Booking partner Global

Law enforcement, government and regulatory authorities
We may need to share your information with law enforcement and regulatory bodies and our
advisors to manage illegal activities (such as fraud), in response to a valid request from a
law enforcement, government or regulatory authority or if we consider it necessary to
enforce our Terms of Service or this Privacy Policy and to protect the integrity of our
Services.



Third party links
This website may include links to third party websites, plug-ins and applications. Clicking on
those links or enabling those connections may allow third parties to collect or share your
data. We do not control those third-party websites and are not responsible for how those
third parties manage your data. When you leave our website, we encourage you to read the
privacy policy of every website you visit.

Data retention
When we collect personal information from you, we will only keep it as long for as long as we
reasonably need it for the purpose we collected it for or to satisfy any legal, regulatory, tax,
accounting or reporting requirements.

We will keep your account information for as long as your account is active and for 30 days
after your account is deactivated in case you decide to re-activate the Services.

If you have elected to receive marketing emails from us, we retain information about your
marketing preferences until you unsubscribe from our Services and then we will keep a
record of that, so we do not send you more emails you do not want. We retain information
derived from cookies and other tracking technologies for 26 months from the date such
information was created.

By law we have to keep basic information about our clients and customers for seven years
after they cease to be clients and customers for tax purposes. We may retain your data for a
longer period in the event of a complaint or if we reasonably believe there is a prospect of
litigation in respect of our relationship with you.

Once we no longer need your information, we will delete or anonymise it, or, if this is not
possible (for example, because the information has been stored in backup archives), then
we will try to keep your information as safe as possible until we can delete it

Where we retain information for Service improvement and development, we take steps to
eliminate information that directly identifies you, and we only use the information to uncover
collective insights about the use of our Services, not to specifically analyse personal
characteristics about individuals.

Data security
We have put in place appropriate security measures to prevent your Personal Data being
accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition,
we limit access to your Personal Data to those employees, agents, contractors and other
third parties who have a legitimate reason to know. They will only process your Personal
Data on our instructions, and they are subject to a duty of confidentiality.

We have put in place procedures to deal with any suspected personal data breach and will
notify you and any appropriate regulator of a breach where we are legally required to do so.



Accessing and Controlling your Information
You have rights and choices available to you when it comes to your Personal Information.
Our Services give you the ability to access and update certain information about you from
within the Service. For example, you can access your profile and billing/shipping information
from your account.

If you do not want to use our Services anymore, then we understand. You can deactivate
your account by changing your account settings (though please be aware that deactivating
your account does not delete your information).

You can also unsubscribe from our marketing emails at any time by clicking the ‘unsubscribe’
link in any of those marketing emails or contacting us. If you withdraw consent, then that will
not affect any use that you had already consented to.

In addition, you can request:

• access to and copies of the personal information that we hold about you (commonly called
a “data subject access request”)

• the correction of your personal information

• that we do not process your information in certain circumstances, such as where you have
objected to that processing or where you think it needs to be corrected

• that we delete the information we hold about you, such as when we no longer need that
information for the purposes that we collected it for

• that we restrict our processing of your personal information

• that we transfer your personal information to another entity

• when you have given consent to use your personal information, that we stop that use.

You will not have to pay a fee to access your personal information (or to exercise your other
rights). However, we may charge a reasonable fee if your request is clearly unfounded,
repetitive or excessive. Alternatively, we could refuse to comply with your request.

We may need to request specific information from you to help us to confirm your identity and
confirm your right to access your personal information (or to exercise other rights). We may
also contact you to ask you for further information in relation to any request to speed up our
response.

We try to respond to all legitimate requests within one month. Occasionally it could take
longer if your request is particularly complex or you have made a number of requests. In this
case we will notify you and keep you updated.

When we use your personal information for a legitimate interest that we have, you can object
to that processing and request that we stop that use. We will then stop using your personal
information unless we consider that we have an overriding and legitimate reason to continue
using it (for example, if that information was relevant to any investigation of fraud). You can



exercise these rights at any time by contacting us. Our contact details are below at section
12. If we consider that we cannot comply with any request you make, then we will provide
you with information to explain our reasons and details about how you can make a complaint
if you wish to do so.

How you can contact us and make complaints
If you want to contact us, including to make a complaint about how we use your Personal
Information, please contact us using the following details:

• Email: hello@vietflames.co.nz

• Phone: If you are in New Zealand, +64 2 04 09 88 888

You can make complaints directly to the Office of the New Zealand Privacy Commissioner:

• Email: investigations@privacy.org.nz

• Online: privacy.org.nz

• Phone: 04 474 7590 or 09 302 8680

Changes to our Privacy Policy
We keep our privacy policy under review and may change this from time to time. We will post
any changes on this page and, if the changes are significant, we will notify account holders
by sending an email notification summarising the relevant changes. Privacy Policy was last
updated on 26.02.2024 - 26th February 2024.


